THE PRELIMINARY TEXT OF THE PROPOSED RULE DEVELOPMENT IS:

1S-2.015 Minimum Security Procedures for Voting Systems.

(1) PURPOSE. The law requires the Department of State:

(a) To establish minimum security standards for voting systems, including addressing areas set forth in section
101.015(4), F.S..

(b) To review biennially the rules governing minimum security procedures and update as needed or in specific
response to specific issues.-pursuant-to-section-101-015(4)F.S-

(2) DEFINITIONS. The following words and phrases shall be construed as follows when used in this rule:

(@) “Accumulation” means the act of combining tabulated votes from different sources for the same candidate or
ballot measure. For example, accumulation of counted votes for a specific candidate occurs when the early voting
and vote-by-mail ballot groups are combined with Election Day votes for the candidate. Another example is when
the combined precinct results for a specific candidate on Election Day are totaled.

(b) “Ballot” when used in reference to:

1. “Marksense ballot” means that printed sheet of paper, used in conjunction with an electronic or
electromechanical vote tabulation voting system, containing the names of candidates, or a statement of proposed
constitutional amendments or other questions or propositions submitted to the electorate at any election, on which
sheet of paper an elector casts his or her vote.

2. “Electronic or electromechanical device” means a ballot that is voted by the process of electronically
designating, including by touchscreen, or marking with a marking device for tabulation by automatic tabulating
equipment or data processing equipment.

(c) “Ballot type” means an early voting, Election Day, or vote-by-mail ballot. Provisional ballots cast in the
election may be grouped with early voting, Election Day, or vote-by-mail ballots, as applicable. Overseas vote-by-
mail ballots are to be grouped with other vote-by-mail ballots.

(d) “Election Board” has the meaning ascribed in section 97.021(12), F.S.

(e) “Election definition” means the voting system tabulator’s code programmed for a unique election.

(f) “Election management system” means those components of a voting system that defines, develops, and
maintains election databases, performs election definitions and setup functions, formats ballots, acquires the
tabulation results, consolidates the aggregate election results, produces report results, and maintains its audit trails.

(9) “Election materials” mean those materials provided to poll workers to properly conduct the election to
include, but not be limited to, as applicable, legally required affidavits and forms, provisional ballots, voter authority
slips, precinct registers, and any electronic devices necessary to activate ballot styles in the voting system.

(h) “Elections storage media” means a piece of computer hardware on which elections data is stored.

(i) “Hybrid voting system” means an electronic or electromechanical device by which a voter with disabilities
interacts with an electronic visual display to produce a paper output that contains the contest titles and the voter’s
selections, and may also contain, but not be limited to, a barcode or other machine-readable optical label containing
the voter’s selections. A hybrid voting system may be designed to read the vote targets or selections or the machine-
readable optical label on the paper output.

Dy “Tabulation” means the act of a tabulator (e.g., optical scanner) counting the voter selections for
candidates or ballot measures. The tabulator scans the voter selections on a ballot or paper output from a hybrid
voting system and determines the vote count for the candidate or ballot measure.

(K)§) “Voted Ballot” means a ballot as defined above, which has been cast by an elector.

(D€ “Voting device” means any apparatus by which votes are registered electronically.

(M) “Voting system” means a method of casting and processing votes that functions wholly or partly by use
of electromechanical or electronic apparatus or by use of marksense ballots or paper outputs from a hybrid voting
system and includes, but is not limited to, the procedures for casting and processing votes and the programs,
operating manuals, supplies, printouts, and other software necessary for the system’s operation.

(3) FILING OF SECURITY PROCEDURES.

(a) Within 60 45 days of the effective date of this rule, each supervisor of elections shall certify the date of the
most current version of the county’s minimum security procedures on file with the Division of Elections or submit




through a secure FTP site the most current version of the procedures with a cover letter and the completed form
referenced in subsection (5),-accompanied-by-a-coverletterand along with the date the procedures were last revised.

(b) For any subsequent revision to the security procedures, the supervisor of elections must submit the revision
no later than 45 days prior to the early voting period in the election in which the revision will first take effect. The
supervisor shall include a statement describing which part of the procedures previously filed have been revised using
the form referenced in subsection (5).

(c) In the event of an emergency situation or other unforeseen circumstance in which a supervisor of elections
has to make a change to the security procedures within the 45-day period before the early voting period for an
upcoming election, the supervisor of elections shall submit the change to the Division of Elections no later than 5
days after the change is made. The supervisor shall document any changes to include the reasons why such changes
were necessary and use the form referenced in subsection (5).

(d) All submitted security procedures must use the following formatting criteria:

1. The security procedures must use the same ordering and numbering as the form referenced in subsection (5).

2. The Sans Serif font type must be used, with a minimum font size of 10.

3. The security procedures must contain page numbers.

(4) REVIEW OF SECURITY PROCEDURES.

The Division of Elections shall conduct a review of any submitted or revised security procedures to determine if
they meet the minimum requirements set forth in subsection (5) this rule.

(a)1. Except as provided in paragraph (b), the Division of Elections shall complete its review of the security
procedures or revisions thereto within 30 days of receipt and notify the supervisor of elections as to the results of the
review within 5 days thereafter as to whether the procedures or revisions comply with subsection (5).

2. If the Division finds that the procedures are incomplete and do not otherwise comply with subsection (5), the
Division shall notify the supervisor in writing and include Form DS-DE ### in the notice identifying te—the
supervisor the specific provisions that were found to be incomplete or otherwise did not comply with subsection (5).
No later than 30 days from the date of notice, the supervisor shall provide the required information and
documentation to bring the procedures into compliance. Within 10 days from receiving the required information
from the supervisor or from the end of the 30-day period, whichever occurs first, the Division shall issue a notice of
compliance or continued noncompliance, whichever is applicable.

3. If the Division is unable to complete its review within the 30-day time frame, the Division shall temporarily
approve the procedures or revisions until such time as the review is completed. The Division shall notify the
supervisor of elections of the temporary approval.

(b)1. By January 31% Within-thefirst guarter of an odd-numbered year during which the Division of Elections
conducts a biennial review of supervisors of elections’ county security procedures pursuant to section 101.015(4)(b),
F.S., the Division shall notify each supervisor of elections that the Division will begin its review based on the
version certified last by the supervisor, or the last revision on file, whichever occurred last.

2. No later than 15 days of such notice, the supervisor shall recertify the version on file as the most current
version to be reviewed or submit and certify any update or replacement as the latest revision or replacement,
respectively to the procedures on file.

3. The Division shall complete its review no later than 90 days of beginning the review of a supervisor’s county
security procedures. Within 5 days of completing its review the Division shall notify the supervisor as to whether its
county security procedures comply with subsection (5).

4. If the Division finds that the procedures are incomplete and do not otherwise comply with subsection (5), the
Division shall also list in the notice to the supervisor the specific provisions that were found to be incomplete or
otherwise did not comply with subsection (5). No later than 30 days from the date of notice, the supervisor shall
provide the required information and documentation to bring the procedures into compliance. If the supervisor is
unable to do so within the 30 days, the supervisor shall provide within that same timeframe, a calendar date by when

the remedy status—report-and-a-plan-including-timeline for completing or bringing the procedures into compliance
will be submitted to the Division. No later than 10 days from the receipt of the supervisor’s response, the Division
shall issue a notice of compliance or continued noncompliance, whichever is applicable.

(c) Upon approval of the security procedures by the Division, the supervisor shall submit to the Division a copy
of the approved version of the procedures that has all confidential and exempt information redacted from the




procedures, along with the statutory citations for each redaction contained in the document. The supervisor shall
submit the redacted copy within 15 days of notification by the Division of the approval.

(5) STANDARDS FOR SECURITY PROCEDURES.

The required standards for minimum security procedures are set forth in Form DS-DE#, entitled “Standards and
Compliance Checklist for County Minimum Security Procedures,” (eff. /) which is hereby incorporated by
reference and is available from the Division of Elections. The Supervisor of Elections shall also complete the form
to show compliance with the required standards. The completed form shall be submitted each time with the latest
security procedures or revisions thereto.
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(6) FORMS FORM. Form DS-DE 132 (eff. 01/16), (https://www.flrules.org/Gateway/reference.asp?No=Ref-

06149), entitled “Election Coding Statement,” and Form DS-DE ## (eff. /), (insert hyperlink are is-hereby
incorporated by reference and available from the Division of Elections, R.A. Gray Building, Room 316, 500 South
Bronough Street, Tallahassee, Florida 32399-0250, by contact at (850)245-6200, or by download from the
Division’s webpage at: https://dos.myflorida.com/elections/forms-publications/forms
Rulemaking Authority 20.10(3), 97.012(1), 101.015 FS. Law Implemented 101.015(4) FS. History—New 5-27-85, Formerly 1C-
7.15, 1C-7.015, Amended 8-28-93, 11-24-04, 4-1-16, .
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